
 

 

User Guide: Activate Your Account 

Table of Contents 

 
1 Overview ............................................................................................................................. 2 

2 Set up Oracle Account and Password ............................................................................... 2 

2.1 Activate account .................................................................................................... 2 

2.2 Create Password ................................................................................................... 3 

2.3 Confirmation .......................................................................................................... 3 

2.4 Access Oracle ......................................................................................................... 4 

2.5 Enter Username & Password ............................................................................... 4 

2.6 Configure Multi-Factor Authentication ................................................................ 5 

2.7 Select MFA Option ................................................................................................. 6 

2.7.1 Configure Email for MFA ....................................................................................... 6 

2.7.2 Configure Mobile App for MFA ............................................................................. 9 

2.8 Access Oracle ....................................................................................................... 10 

2.9 Next time ............................................................................................................. 10 

 

 

 

 

 

Definitions/Terminology 

 
Oracle – The name of the system this guide is to support you using. 

MFA - Multi-Factor Authentication, a common method for protecting 

accounts when username and password is insufficient. 

IDCS - Identity Cloud Service - the old name for IAM 

IAM - Identity and Access Management - The IdP for SSO 

IdP - Identity Provider - the system that handles authentication. 

 

 

 



 

 

1 Overview 

 
As a Unite Students Supplier, you will receive an Activation email to 

access our system. This user guide will show you what email to expect 

and how to access your account. 

 

2 Set up Oracle Account and Password 

2.1 Activate account 

When activated, you’ll receive an email like the one below. Please 

follow the link from this activation email: 

 

 



 

 

2.2 Create Password 

On the next page, create a new password following the instructions on 

screen: 

 

2.3 Confirmation 

Once your password is created, this window will pop up: 

 



 

 

2.4 Access Oracle 

You’ll receive a second email confirming your password has been 

reset. This email includes the link to sign in to the Supplier Portal: 

 

2.5 Enter Username & Password 

Enter your username and the password you chose in step "2.2 - Create 

Password" 

 



 

 

2.6 Configure Multi-Factor Authentication 

Multi-Factor Authentication (MFA) will protect your account by ensuring 
that only a user with access to both your password and another factor 
will be able to access your account. The additional factor may be one 
or more of the following two options: 

1) Approval within Authenticator App 
2) Access code sent by email message 

On the below screen, please click "Enable Secure Verification" 

 



 

 

2.7 Select MFA Option 

For the most secure option, we recommend the Mobile App. 

 

 

If you select "Email", please continue to section 2.7.1  

If you select "Mobile App", please skip to section 2.7.2 

 

2.7.1 Configure Email for MFA 

When you select this option, you’ll automatically receive an email that looks like 

this: 

 



 

 

Enter the code into the box shown below to verify your email: 

 

 

You’ll receive the following message as confirmation: 

 

 



 

 

 

Click Done, or you may choose to configure additional factors. 

Continue to Section 2.8. 



 

 

2.7.2 Configure Mobile App for MFA  

You’ll be shown this page: 

 

Please download the Oracle Mobile Authenticator App from the app 

store and scan the QR code on the screen. The app looks like this: 
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You’ll receive the following message as confirmation. 

 

Click Done, or you may choose to configure additional factors. 

 

2.8 Access Oracle 

Once MFA has been configured, you’ll be redirected to the Oracle home 

page: 

 

 

2.9 Next time 
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Now that your password and MFA is configured, next time you want to sign 

into the Supplier Portal, you simply need to access it via this link (you may 

need to press ctrl whilst clicking the link): 

 

supplierportal.unitestudents.com 

 

Please note, it is a good idea to bookmark this link, so that you can easily 

access the system in the future. 

 

 

https://idcs-e26f0684ddfc4d2eb754bffac474000f.identity.oraclecloud.com/sso/v1/app/launcher/4d15d2e5059941538abbc4fe981d512e?appName=Oracle%2BFusion%2BApplications%2BRelease%2B13%2BHCM

